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1. OBIJETIVO

Sistema Integrado de Gestidn - Belltech

Establecer los lineamientos para el tratamiento de datos personales, como responsable y

encargado.

2. ALCANCE

Aplica a todas las Bases de Datos fisicas y digitales que contengan datos personales, objeto de
Tratamiento por parte de Belltech y terceros.

3. DOCUMENTOS DE REFERENCIA

e Leyestatutaria 1581 de 2012 Tratamiento de Datos Personales de Colombia
e Ley estatutaria 1266 de 2008 Habeas Data de Colombia

e Ley 19628 de Proteccién de Datos Personales de Chile

e Ley 29733 de 2011 de Peru

e Ley 25326 de 2021 de Argentina

e Registro 459 Ley orgdnica de Proteccion de Datos Personales de Ecuador

e REMNSIO2 Manual de Tratamiento de Datos Personales

e REAXSIO2 Aviso de Privacidad

4. DEFINICIONES

ARCO

Autorizacion

Aviso de
Privacidad

Dato Personal o
Semi Privado

Dato sensible o
Privado

Encargado

Informacion
estructurada
Informacion no
estructurada

Derechos de Acceso, Rectificacidn, Cancelacién y Oposicidn. Permiten a los
individuos controlar y oponerse al procesamiento de sus datos personales.
Consentimiento previo, expreso e informado del Titular para llevar a cabo el
Tratamiento de Datos Personales.

Comunicacidn verbal o escrita generada por el Responsable, dirigida al Titular
para el Tratamiento de sus Datos Personales, donde se informa de la existencia
de las Politicas aplicables, forma de acceso y finalidades del Tratamiento.
Cualquier informaciéon que identifigue directa o indirectamente a un
individuo, como nombre, correo, teléfono, fecha de nacimiento, otro.
Informacidén que afecta la intimidad del Titular. Revela origen racial o étnico,
orientacidn politica, religiosa o filoséfica, pertenencia a organizaciones, vida
sexual, informaciéon biométrica.

Persona natural o juridica que trata Datos Personales por cuenta del
Responsable.

Datos que se han organizado y formateado de manera que sean facilmente
legibles y accesibles.

Datos que no estan organizados de una manera predefinida o no siguen un
formato especifico, lo que hace mas dificil su analisis y procesamiento
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PIA

Responsable

SGSI
SIG

Titular
Transferencia

Transmision

Tratamiento

Sistema Integrado de Gestidn - Belltech

Evaluaciéon de Impacto de la Proteccidn de Datos. ayuda a identificar y
minimizar riesgos de privacidad en el procesamiento de datos.

Persona fisica o juridica, autoridad, servicio u otro organismo que decide
sobre la base de datos y/o el tratamiento de datos.

Sistema de Gestién de Seguridad de la Informacién.

Sistema Integrado de Gestion.

Persona a la que se refieren los datos a recopilar y procesar. Cuenta con
derechos en relacidn con sus datos personales, incluyendo los ARCO.

Envio de informacién a un Responsable del Tratamiento, que se encuentra
dentro o fuera del pais.

Envio de informacién a un Encargado del Tratamiento, que se encuentra
dentro o fuera del pais.

Recoleccidn, almacenamiento, uso, circulacion o supresion de Datos.

5. CONDICIONES GENERALES

Dando cumplimiento a lo sefialado en las disposiciones legales sobre el tratamiento de datos
personales, se establecen lineamientos de obligatorio cumplimiento por el personal que requiere
recolectar, almacenar, usar, circular o suprimir datos personales.

5.1. Politica para el tratamiento de datos personales.

“Belltech estd comprometido con la proteccion de la informacion personal de la cual
responsable y encargado, en la ejecucion de su actividad comercial;, implementando las
medidas dispuestas en la legislacion vigente y aplicable sobre el tratamiento de datos
personales en cada pais en donde tiene presencia”.

5.2. Identificacidon del Responsable del Tratamiento de Datos Personales.

Belltech designa un Oficial de Proteccion de Datos personales, para la regidn. Sus responsabilidades se
definen en el numeral “ROLES Y RESPONSABILIDADES”.

5.3. Tratamiento de Datos Personales.

Para el Tratamiento de los Datos Personales, Belltech aplicara los principios que se mencionan
a continuacidn, los cuales constituyen las reglas a seguir en la recoleccién, manejo, uso,

tratamiento, almacenamiento e intercambio, de datos personales.

Se tienen en cuenta las directrices estipuladas en las leyes de paises de la regién. A
continuacioén, se listan algunos de ellos.
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e Argentina: Ley 25326 de 2021 - Principios generales.

- Licitud: Los archivos de datos no pueden tener finalidades contrarias a las leyes o
a la moral publica.

- Calidad de datos: Los datos deben ser ciertos, adecuados, pertinentes y no
excesivos con relaciéon al dmbito y finalidad para la que se obtuvieron; la
recoleccion no puede hacerse por medios desleales, fraudulentos o en forma
contraria a las disposiciones de la presente ley; los datos no pueden ser
utilizados para finalidades distintas o incompatibles, deben ser exactos y
actualizarse si es necesario; los datos inexactos o incompletos deben ser
suprimidos y sustituidos; deben ser almacenados para permitir acceso del titular;
y deben destruirse cuando hayan dejado de ser necesarios o pertinentes.

- Consentimiento: El titular debe dar consentimiento libre, expreso e informado y
dejar constancia.

- Informacidn: Se debe informar previamente a sus titulares la finalidad para la
qgue serdn tratados y quiénes pueden ser sus destinatarios; la existencia del
archivo, registro, banco de datos; el caracter de las respuestas al cuestionario
que se le proponga; las consecuencias de proporcionar los datos; y la posibilidad
del interesado de ejercer los derechos de acceso, rectificacion y supresion.

- Categoria de datos: Los datos sensibles sdlo pueden ser recolectados y objeto de
tratamiento cuando medien razones de interés general autorizadas por ley.
También podrdn ser tratados con finalidades estadisticas o cientificas cuando no
puedan ser identificados sus titulares.

- Datos relativos de salud: Pueden ser recolectados por establecimientos
sanitarios publicos o privados y profesionales vinculados a ciencias de la salud.

- Seguridad de los datos: Se deben adoptar medidas para garantizar la seguridad y
confidencialidad de los datos, para evitar su adulteracién, pérdida, consulta o
tratamiento no autorizado y que permitan detectar desviaciones.

- Confidencialidad: Se debe garantizar el secreto profesional, aun después de
finalizada su relacién con el titular del archivo de datos.

- Cesion: Los datos sélo pueden ser cedidos para el cumplimiento de los fines
directamente relacionados con el interés del cedente y cesionario, con previo
consentimiento del titular.

- Transferencia internacional: Se prohibe transferir datos con paises u organismos
internacionales o supranacionales, que no proporcionen niveles de proteccion
adecuados.

e Chile: Ley 19628 de 2020 - Disposiciones de tratamiento.
- Soélo puede efectuarse cuando la ley lo autorice.
- El titular debe ser debidamente informado del propésito de la utilizacién.
- Laautorizacidn debe constar por escrito.
- Laautorizacidn puede ser revocada. Debe hacerse por escrito.

- No requiere autorizacion: Datos personales que se recolecten en fuentes
publicas, de caracter econdmico, financiero, bancario o comercial.
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- Tampoco requiere autorizacidon de tratamiento de datos personales que realicen
personas juridicas privadas para uso exclusivo propio, de sus asociados y de
afiliados, con fines estadisticos, tarificacion o de beneficio.

e Colombia: Ley 1581 de 2012 - Principios de tratamiento.

- Legalidad: Se sujeta a lo establecido en la Ley.

- Finalidad: Obedecer a una finalidad legitima.

- Libertad: Contar siempre con el consentimiento previo, expreso e informado del
titular.

- Veracidad o calidad: Garantizar que la informacién es veraz, completa, exacta,
actualizada, comprobable y comprensible.

- Transparencia: Informar la existencia de datos al titular en cualquier momento y
sin restricciones.

- Acceso vy circulacidon restringida: Divulgar sélo por personas autorizadas, sin
publicar en medios masivos, sin control.

- Seguridad: Implementar medidas técnicas, humanas y administrativas de
aseguramiento.

- Confidencialidad: Garantizar la reserva de la informacidn, inclusive después de
finalizada una relacion.

- Temporalidad: No suministrar a usuarios o terceros, al finalizar su finalidad.

e Ecuador: Registro 459 Ley organica de Proteccion de Datos Personales — Principios.

- Juridicidad: Tratamiento de datos con estricto apego y cumplimiento a los
principios, derechos y obligaciones establecidas en la Constitucién, instrumentos
internacionales, Ley, Reglamento y demds normativa y jurisprudencia aplicable.

- Lealtad: Tratamiento leal, aclarando lo que se estd recogiendo, utilizando,
consultando o tratando; asi como la forma de tratamiento.

- Transparencia: Toda informacién o comunicacion debe ser facilmente accesible y
facil de entender, en lenguaje sencillo y claro. Contar con la manifestacion de la
voluntad del titular libre, especifica, informada e inequivoca, el cual podra
revocarse en cualquier momento, sobre los mecanismos dispuestos por el
Responsable.

- Finalidad: Las finalidades del tratamiento deben ser determinadas, explicitas,
legitimas y comunicadas al titular. No podrdn tratarse datos personales con fines
distintos para los cuales fueron recopilados, a menos que concurra una de las
causales que habiliten un nuevo tratamiento conforme la Ley.

- Pertinencia y minimizacién: Los datos deben ser pertinentes y estar limitados a lo
estrictamente necesario para el cumplimiento de la finalidad del tratamiento.

- Proporcionalidad del tratamiento: El tratamiento debe ser adecuado, necesario,
oportuno, relevante y no excesivo con relacién a las finalidades.

- Confidencialidad: El tratamiento de datos personales debe concebirse sobre la
base del debido sigilo y secreto.
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- Calidad y exactitud: Los datos deben ser exactos, integros, precisos,
completos, comprobables, claros y, de ser el caso, actualizados, para que no
se altere su veracidad.

- Conservacién: Los datos seran conservados durante un tiempo no mayor al
necesario para cumplir con la finalidad del tratamiento.

- Seguridad: Los responsables y encargados deben implementar todas las
medidas de seguridad adecuadas y necesarias, para proteger los datos frente
a cualquier riesgo, amenaza, vulnerabilidad, atendiendo a la naturaleza de los
datos de cardcter personal, al &mbito y el contexto.

- Responsabilidad proactiva y demostrada: El responsable debe acreditar el
haber implementado mecanismos para la proteccién de datos personales.

- Aplicacién favorable al titular: En caso de duda sobre el alcance de las
disposiciones del ordenamiento juridico o contractual, los funcionarios
judiciales y administrativos las interpretaran y aplicaran en el sentido mas
favorable al titular.

- Independencia del control: La Autoridad Estatal de Proteccion de Datos debe
ejercer un control independiente, imparcial y auténomo, y llevar a cabo
acciones de prevencidn, investigacién y sancién.

e Peru: Ley 29733 de 2011 - Principios rectores.

- Legalidad: No se puede recoger los datos personales por medios fraudulentos,
desleales o ilicitos.

- Consentimiento: Para el tratamiento de los datos personales se requiere el
consentimiento previo, informado, expreso e inequivoco del titular.

- Finalidad: Los datos personales deben ser recopilados para un propdsito
especifico, explicito y legal.

- Proporcionalidad: El tratamiento de los datos personales debe ser adecuado,
relevante y no excesivo a la finalidad para la que han sido recogidos.

- Calidad: Los datos personales deben ser veraces, exactos y, en la medida de lo
posible, actualizados, necesarios, pertinentes y adecuados respecto a la finalidad
para la que fueron recopilados.

- Seguridad: El titular del banco de datos personales debe adoptar las medidas
técnicas, organizativas y legales necesarias para garantizar la seguridad de los
datos personales.

- Disposicién de recurso: En caso de que sean afectados por el tratamiento de sus
datos personales, el titular debe tener acceso a recursos administrativos y
jurisdiccionales necesarios para defender su derecho.

- Nivel de proteccién adecuado: Para el flujo transfronterizo de datos personales,
se requiere un nivel minimo de proteccién y otros acuerdos bilaterales o
multilaterales y convenciones a las que el Peru sea parte.

5.4. Finalidades generales para el tratamiento de Datos Personales.
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Belltech, como Responsable del Tratamiento de Datos Personales, para el desarrollo de sus
actividades comerciales y el fortalecimiento de sus relaciones con terceros, recolecta, almacena,
usa, circulay suprime informacidn de personas naturales con quienes tiene o ha tenido relacién,
para los siguientes propdsitos.

e Permitir la participacion de los Titulares en actividades de mercadeo y promocién.

e Evaluar la calidad del servicio, estudios de mercado y analisis estadisticos.

e Controlar el acceso a las oficinas y establecer medidas de seguridad, incluyendo el
establecimiento de zonas video vigiladas.

e Dar respuesta a consultas, peticiones, quejas y reclamos que sean realizadas por los
Titulares y organismos de control y trasmitir los Datos Personales a las demas
autoridades que en virtud de la ley aplicable deban recibir los Datos Personales.

e Contactar, via correo electrénico, o por cualquier otro medio, a personas naturales
con quienes tiene o ha tenido relacion, tales como, sin que la enumeracién signifique
limitacién, trabajadores y familiares de éstos, accionistas, consumidores, clientes,
distribuidores, proveedores, acreedores y deudores.

e Transferir la informacion recolectada a distintas areas y a companias vinculadas,
cuando sea necesario para el desarrollo de sus operaciones. Ejemplo: Recaudo de
cartera y cobros administrativo, tesoreria, contabilidad, otro.

e Atender requerimientos judiciales o administrativos.

e Registrar sus datos personales en los sistemas de informacién y bases de datos
comerciales y operativas.

e Cualquier otra actividad similar, necesarias para desarrollar el objeto social de
Belltech.

5.5. Datos de clientes.

e Cumplir las obligaciones contraidas con Clientes.

e Enviar informacidn sobre cambios en las condiciones de los productos y servicios.

e Enviar informacién sobre ofertas relacionadas con productos y servicios.

e Fortalecer las relaciones con Clientes, mediante el envio de informacién relevante, la
toma de pedidos y evaluacién de la calidad del servicio.

e Determinar obligaciones pendientes, consulta de informacién financiera, historia
crediticia y reporte a centrales de informacidn de obligaciones incumplidas.

e Mejorar, promocionar y desarrollar sus productos y servicios.

e Controlar el acceso a las oficinas y establecer medidas de seguridad.

e Utilizar servicios a través de los sitios web, incluyendo descargas de contenido.

5.6. Datos de colaboradores.

e Administrar y operar, directamente o por conducto de terceros, los procesos de seleccidn
y vinculacién de personal, incluyendo la evaluacidn y calificacién de los participantes y la
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verificacion de referencias laborales y personales, y la realizacién de estudios de

seguridad.

e Desarrollar las actividades de la gestién de Recursos Humanos: Némina, afiliaciones a
entidades del sistema general de seguridad social, actividades de bienestar y salud
ocupacional, ejercicio de la potestad sancionatoria del empleador, otras.

e Realizar los pagos necesarios derivados de la ejecucién del contrato de trabajo,
terminacion y demas prestaciones sociales de conformidad con la ley aplicable.

e Contratar beneficios laborales con terceros, tales como seguros de vida, gastos
médicos, entre otros y convenios.

e Notificar a contactos autorizados en caso de emergencias durante el trabajo.

e Coordinar el desarrollo profesional de los empleados, el acceso de los empleados a los
recursos informaticos del empleador y dar soporte para su utilizacién.

e Planificar actividades empresariales.

e Usar, brindar y/o transferir esta informacién a los proveedores de servicios que
contraten con Belltech asi como a autoridades y terceros autorizados por ley.

e Usar, brindar y/o transferir esta informacion para dar cumplimiento a las obligaciones
y/o requerimientos que se generen en virtud de las normas vigentes en el
ordenamiento juridico, incluyendo las del sistema de prevencion de lavado de activos
y financiamiento del terrorismo y otras normas vigentes.

e Cumplir con fines estadisticos e histéricos para Belltech y/o de las empresas que
forman parte del mismo grupo econédmico nacional e internacional.

e Efectuar encuestas sobre los servicios de Belltech y/o de las empresas que forman
parte del mismo grupo econdmico.

5.7. Datos de proveedores.
e Invitar a participar en procesos de seleccion y a eventos organizados.
e Evaluar el cumplimiento de sus obligaciones.
e Hacer el registro en los sistemas.
e Procesar sus pagos y verificar saldos pendientes.
5.8. Datos de accionistas.
e Reconocer y proteger los derechos de los accionistas.
e Pagar dividendos.

5.9. Derechos de los Titulares de los Datos Personales.

Las personas naturales cuyos Datos Personales sean objeto de Tratamiento por parte de
Belltech, tienen los siguientes derechos, los cuales pueden ejercer en cualquier momento.
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e Conocer los Datos Personales sobre los cuales Belltech esta realizando el Tratamiento.

e Solicitar, que sus datos sean actualizados, rectificados, suprimidos o cancelados.

e Solicitar prueba de la autorizacién otorgada para el Tratamiento de sus Datos
Personales.

e Ser informado sobre el uso que se le da a sus Datos Personales.

e Presentar quejas por infracciones de la Ley de Proteccién de Datos Personales.

e Solicitar la supresién de sus Datos Personales y/o revocar la autorizacién otorgada
para el Tratamiento. a solicitud de supresidon no procederan cuando el Titular tenga un
deber legal o contractual de permanecer en la Base de Datos y/o Archivos, ni mientras
se encuentre vigente la relacién, en virtud de la cual fueron recolectados sus datos.

e Acceder de forma gratuita a sus Datos Personales, que hayan sido objeto de
Tratamiento.

e Los derechos de los Titulares podran ejercerse por el Titular, Causahabientes
acreditados, Representante o apoderado.

Para ejercer estos derechos o cualquier otro que la ley establezca, la persona debera presentar
una solicitud en ejercicio y/o defensa de sus derechos. Dicha Solicitud podra ser presentada a
las direcciones de cada filial regional, o contactarse por medio escrito con las oficinas de RRHH
de la filial correspondiente. Se podrdn establecer otros canales para tramitar estas solicitudes,
lo que serd informado oportunamente por Belltech.

A fin de ejercer los derechos, la persona deberd presentar mencionada solicitud, incluyendo:
I Nombres y apellidos del titular del derecho y acreditacién y en su caso de su
representante.
Il. Peticidn concreta.
1. Domicilio o direccién electrénica, para efectos de notificacion.
IV.  Fechay firma del solicitante.
V. Documentos que sustenten la peticidn.
VL. Belltech se compromete a atender y dar respuesta a la solicitud en los plazos
establecidos por las leyes respectivas.

5.10. Deberes de Belltech, como Responsable.

Belltech tiene presente que los Datos Personales son de propiedad de las personas a las que se
refieren y solamente ellas pueden decidir sobre los mismos. Se hard uso de los Datos
Personales recolectados Unicamente para las finalidades para las que se encuentra

debidamente facultada y respetando, en todo caso, la normativa vigente sobre la Proteccién
de Datos Personales.

5.11. Gestion de PQRs.
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El Titular podra consultar sus datos personales en cualquier momento. Para tal fin, podra
elevar una solicitud indicando la informacién que desea conocer, al responsable en Belltech.

e El Titular o sus causahabientes deben acreditar su identidad, la de su representante o
estipulacién a favor de otro.

e Contener como minimo el nombre y direccidn de contacto del Titular o cualquier otro
medio para recibir la respuesta, una descripcion clara y precisa de los datos personales
respecto de los cuales el Titular busca ejercer el derecho de consulta o peticién.

e Sila consulta o peticidn resulta incompleta, Belltech requerird dentro de los cinco (5)
dias siguientes a la recepcion, para subsanar las fallas. Transcurridos dos (2) meses
desde la fecha del requerimiento, sin que el solicitante presente la informacion
solicitada, se entendera que ha desistido de su consulta.

Las peticiones y consultas seran atendidas en maximo diez (10) dias habiles, contados a partir
de la fecha de recibo. Cuando no fuere posible atender la peticion o consulta dentro del
término, se informara al solicitante, expresando los motivos y sefialando la fecha en que se
atendera. En ningln caso podra superar los cinco (5) dias habiles siguientes al vencimiento del
primer término

5.12. Autorizacion.

Belltech solicitara autorizacion previa, expresa e informada a los Titulares de los Datos
Personales sobre los que requiera realizar el Tratamiento. Esta manifestacion de voluntad del
Titular puede darse a través de diferentes mecanismos enunciados a continuacién.

e Formato diligenciado de autorizacién para el Tratamiento de Datos Personales.

e Conversacion telefénica o en videoconferencia.

e Conductas inequivocas que permitan concluir que otorgd su autorizacién. En ningun
caso Belltech asimilard el silencio del Titular a una conducta inequivoca.

5.13. Tratamiento de Datos Personales de Naturaleza Sensible.

Este tratamiento estd prohibido, salvo que se cuente con autorizacidon expresa, previa e
informada del Titular, entre otras excepciones consagradas en el Articulo 62 de la Ley 1581 de
2012 de Colombia.

e Seinformard al Titular que por tratarse de datos sensibles no estd obligado a autorizar
su Tratamiento y cudles datos objeto de Tratamiento son sensibles y la finalidad.

e Belltech tratara los datos sensibles recolectados bajo estdndares de seguridad vy
confidencialidad.
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5.14. Tratamiento de Datos Personales de menores de edad.

Sélo se realizara el Tratamiento, correspondientes a nifios, niflas y adolescentes, siempre y
cuando responda y respete el interés superior de los nifios, nifias y adolescentes y asegure el
respeto de sus derechos fundamentales.

Se debera obtener la autorizacidn del representante legal del nifio, nifia o adolescente, previo
ejercicio del menor de su derecho a ser escuchado, opinién que sera valorada teniendo en
cuenta la madurez, autonomia y capacidad para entender el asunto.

5.15. Informacion obtenida en forma pasiva.

Al usar los servicios contenidos en los sitios web de Belltech, se podra recopilar informacion en
forma pasiva, a través de tecnologias para el manejo de la informacién. Tales como cookies,
datos de hardware y software del equipo, direccién IP, tipo de explorador, sistema operativo,
nombre de dominio, tiempo de acceso, paginas visitadas con frecuencia. El usuario puede
configurar el funcionamiento de las “cookies”, de acuerdo con las opciones de su navegador
de internet.

5.16. Seguridad de los Datos Personales.

Belltech proporcionara las medidas técnicas, humanas y administrativas que sean necesarias,
para otorgar seguridad a los registros, evitando adulteracién, pérdida, consulta, uso o acceso
no autorizado o fraudulento.

e La obligacidon y responsabilidad de Belltech se limita a disponer de los medios
adecuados para este fin.

e Los datos suministrados seran consignados de manera segura.

e Se exigira a los proveedores de servicios que se contratan, la adopcién y cumplimiento
de las medidas técnicas, humanas y administrativas adecuadas para la proteccién de
los Datos Personales.

5.17. Transferencia, transmision y revelacion de Datos Personales.

Belltech podrd revelar a sus compafiias regionales los Datos Personales sobre los cuales realiza
el Tratamiento, conforme a esta Politica y podra entregarlos a terceros no vinculados, cuando:

e Se trate de contratistas en ejecucidn de contratos para el desarrollo de las actividades
de Belltech.

e Por transferencia a cualquier titulo de cualquier linea de negocio, con la que se
relaciona la informacion.
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Cuando Belltech desee enviar o transmitir datos a uno o varios Encargados, establecera
cldusulas o celebrara un contrato de transmisidn de datos personales, en el que se pacte:

e Alcancesy finalidades del tratamiento.

e Actividades que el Encargado realizard en nombre de Belltech.
e Obligaciones del Encargado.

e Deberes del Encargado.

e Descripcidn de las medidas de seguridad en su destino.

Belltech no solicitara la autorizacién cuando la transferencia internacional de datos se
encuentre amparada en alguna de las excepciones previstas en la Ley y sus Decretos
Reglamentarios. Belltech garantiza el mantenimiento de la confidencialidad y el tratamiento
seguro de la informacidn.

Belltech declara la adopcién de medidas técnicas, organizativas y legales a su alcance, que
garanticen la seguridad y eviten la alteracién, pérdida, tratamiento o acceso no autorizado de
datos personales.

5.18. Legislacion Aplicable.

Esta Politica de Proteccidon de Datos Personales y relacionados se rigen por lo dispuesto en la
legislacién vigente y demas normas que las modifiquen, deroguen, sustituyan, que apliquen en
los paises de la regién en donde Belltech tiene presencia.

5.19. Vigencia.

Esta Politica esta vigente desde el 6 de marzo de 2019. La vigencia de las bases de datos sera
el tiempo razonable y necesario para cumplir las finalidades del tratamiento, teniendo en
cuenta lo dispuesto legalmente en cada pais o contractualmente con partes involucradas.

Una vez cumplida las finalidades del tratamiento, Belltech suprimira los datos personales en su
posesidn, sin perjuicio de cumplir los requisitos normativos, legales y contractuales que
dispongan lo contrario.

5.20. Sanciones.

Esta Politica de Proteccion de Datos Personales y el formato de autorizacién, se rigen por lo
dispuesto en la legislacién aplicable de cada pais.

Su incumplimiento puede conllevar a medidas disciplinarias y acciones judiciales, a partir de
incidentes relacionados con el inadecuado tratamiento de bases de datos.
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5.21. Canales de comunicacion.

Se podrd acudir a uno de los siguientes medios de recepcion de peticiones, consultas, quejas y
reclamos, relacionados con el tratamiento de datos personales.

e Canal de Proteccién de Datos Personales: protecciondedatos@belltech.la

e Pdgina web: www.belltech.la

e Area de Sistemas de Gestion: sig@belltech.la

e Director de Recursos Humanos: dayana.Villalon@belltech.la

e Argentina: +54 (11) 55563600. Alberti 2154, Piso 3, Distrito Tecnolégico, Buenos Aires.

e Brasil: +55 (11) 31556000. Avenida Paulista, 2028 CONJ 111, Bela Vista, Sdo Paulo
01310-300.

e Chile +56 (2) 25841600. Apoquindo 4775, piso 16, Las Condes, Santiago.

e Colombia +57 (1) 7424600. Carrera. 7 155C-30. Piso 25 Torre E, Bogota.

e Ecuador +59 (02) 3330229. Luxemburgo y Av. Portugal - Edificio Cosmopolitan, Piso 7,
Quito.

e México: Av. Javier Barros Sierra 540, Piso 5, Lomas de Santa Fe, CDMX.

e Perl +51 (1) 6112600. Avenida El Derby 055 Torre 3. Oficina 1007-1008, Lima.

e Uruguay +598 (2) 9015600. Victoria Plaza Office Tower, Plaza Independencia 759,
Montevideo.

6. FLUJOGRAMA

No aplica.

7. ROLES Y RESPONSABILIDADES

Revisar y apoyar en la identificacion de legislacion aplicable y redaccion de
Asesor Juridico documentos.
Apoyo en la atencidn y respuesta a eventos e incidentes relacionados.
Conocer y adherirse a los requisitos de proteccidn de datos relevantes en su cargo.
Participar en evaluaciones de impacto de proteccién de datos.
Cumplir con las instrucciones del responsable del tratamiento.
Informar eventos e incidentes de seguridad.
Colaboradores  Ayudar al responsable del tratamiento a cumplir con sus obligaciones.
Guardar secreto y confidencialidad.
Notificar al responsable cambios en el tratamiento de los datos.
Devolver o eliminar los datos personales al final del tratamiento.
Cooperar con el responsable del tratamiento.

Country Aprobar, establecer y hacer cumplir las disposiciones de la politica.
Manager Garantizar la disponibilidad de recursos, para implementar los controles sobre el
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tratamiento de datos personales.
Asignar responsabilidades, frente al tratamiento de datos personales.

Conocer la normativa de proteccién de datos.

Implementar medidas de seguridad.

Formar a colaboradores a cargo.

Supervisar el cumplimiento de la normativa.

Reportar los riesgos y medidas de proteccidn adoptadas.

Definir e implementar politicas y procedimientos para la gestidn de datos personales.
Evaluar impacto de privacidad para identificar y mitigar riesgos.

Implementar medidas de seguridad técnicas y organizativas.

Informar y asesorar a la direccidn y al personal sobre sus obligaciones en materia de
proteccién de datos.

Proporcionar formacidn y concienciacion sobre la proteccidn de datos.

Atender las solicitudes de ejecucion de los derechos ARCO de las personas
Responder a las quejas de los interesados en materia de proteccién de datos.
Supervisar el cumplimiento de las leyes y regulaciones aplicables.

Informar a la direccion sobre el estado del cumplimiento de la norma.

Promover el cumplimiento de normativa sobre el tratamiento de los datos.
implementar medidas de seguridad, durante la gestion de datos.
Cooperar con las autoridades de control.

Establecer una politica de proteccién de datos, cumplir con las leyes y regulaciones,
identificar y mitigar riesgos.

Liderar la implementacién de controles.

Realizar auditorias internas.

Proporcionar formacidn a los colaboradores.

8. FORMATOS RELACIONADOS

e REFRSI09 Matriz Legal
e REFRSIO1 Formato de Autorizacion de Tratamiento de Datos Personales
e ECFRSIO1 Formato de Autorizacidon de Tratamiento de Datos Personales
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